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Identifying new and emerging threats 
What to expect from the workshop 
 

Key tasks 
 

• Think about your own way of working and identify differences to our way 
of working.  

  
• Identify common practices that should/could be developed. 

 
• Identify any interoperable ways of merging the two in order to allow some 

coordination of identifying threats, or collaborating on cross border cases, 
or managing a breach.   



Identifying new and emerging threats 
What to expect from the workshop 
 

1. Introduction – how does the ICO identify new and emerging threats? 
 

2. Roundtable – how do you identify new and emerging threats? 
 

3. Overview of current international threats/priorities 
 

4. Open discussion – how do we decide these? Do we use these to influence           
our own national priorities? 
 

5. Conclusions and wrap up. 
 
 
 
 
 



How does the ICO identify 
new and emerging threats? 
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How does the ICO identify threats? 
The National Intelligence Model 
 



How does the ICO identify threats? 
Intelligence sources 



How does the ICO identify threats? 
Intelligence storage 



How does the ICO identify threats? 
Analysis and development 



How does the ICO identify threats? 
Intelligence products 



How does the ICO identify threats? 
Internal stakeholders 

Tasking and 
Coordinating 



How does the ICO identify threats? 
Recommendations 
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How does the ICO identify threats? 
Review 

 
Review 

 



How do you identify new and 
emerging threats? 
 
 

1 – 2 minute summary including one key current threat for 

your organisation. 

 



International threats 
Current threats 



How could we better identify 
international threats based 
on those identified at a 
national level? 
 
 
…and do we use international threats to influence national 

prioritisation? 

 

 



Identifying new and emerging threats 
Reviewing the tasks 
 

 
• Think about your own way of working and identify differences to our way 

of working.  
  
• Identify common practices that should/could be developed. 

 
• Identify any interoperable ways of merging the two in order to allow some 

coordination of identifying threats, or collaborating on cross border cases, 
or managing a breach.   



Identifying new and emerging threats 
Conclusions 
 



Thank you 
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