Brexit Guidance

The consequences of Brexit for international data transfers
(Version updated on 10 February 2020)
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Introduction

This guidance is provided in order to help companies, public bodies and Luxembourg associations that are transferring personal data to the United Kingdom, and which will continue such transfers. The CNPD recommends that the entities concerned should already now consider how to transfer personal data in compliance with the General Data Protection Regulation.

On 29 March 2017, the United Kingdom notified the European Council of its intention to leave the European Union. After several years of negotiations, the European Commission and United Kingdom negotiators reached an agreement on the entirety of the Agreement on the withdrawal of the United Kingdom of Great Britain and Northern Ireland from the European Union and the European Atomic Energy Community (hereinafter the “Withdrawal Agreement”).

The Withdrawal Agreement entered into force on 1 February 2020, after having been agreed on 17 October 2019, together with the Political Declaration setting the framework of the future EU-UK partnership. Following the United Kingdom’s departure from the European Union, we have entered into the transition period. The transition period starts on 1 February 2020 and ends on 31 December 2020 (unless the transition period is extended pursuant to Article 132 of the Withdrawal Agreement).

During the transition period, the European Union and the United Kingdom will negotiate a future partnership that will include provisions in areas such as data protection.

1. Rules on international data transfers from 1 February 2020 until 31 December 2020

The EU data protection rules continue to apply in and to the United Kingdom during the transition period, i.e. from 1 February 2020 until 31 December 2020 (unless the transition period is extended pursuant to Article 132 of the Withdrawal Agreement).

Companies, public bodies and Luxembourg associations that intend to continue to transfer personal data to the United Kingdom after 31 January 2020, will thus not need to take additional steps, at least until 31 December 2020.

However, these entities must continue to comply with the general principles of the General Data Protection Regulation and shall apply them when transferring personal data to the United Kingdom (e.g. the principle of lawfulness, the compatibility of the communication with the initial processing activity, information to the data subjects).

More information:
2. Rules on international data transfers as of 1 January 2021

The European Commission may decide that the personal data protection regime of the United Kingdom provides data protection safeguards which are "essentially equivalent" to those in the European Union, by way of a formal decision, a so-called “adequacy decision”, pursuant to Article 45 of the General Data Protection Regulation.

The political declaration setting out the framework for the future relationship between the European Union and the United Kingdom states that the European Commission will start the assessments with respect to the United Kingdom as soon as possible after the United Kingdom's withdrawal, endeavouring to adopt decisions by the end of 2020, if the applicable conditions are met.

The steps that companies, public bodies and Luxembourg associations must take in order to continue to transfer personal data to the United Kingdom after 31 December 2020 will depend on whether or not the European Commission adopts an adequacy decision.

More information:
- Political declaration setting out the framework for the future relationship between the European Union and the United Kingdom

2.1. In case of an adequacy decision adopted by the European Commission

If the European Commission adopts an adequacy decision for the United Kingdom, this decision will allow personal data to flow freely between the United Kingdom and the European Economic Area.

However, these entities must continue to comply with the general principles of the General Data Protection Regulation and shall apply them when transferring personal data to the United Kingdom (e.g. the principle of lawfulness, the compatibility of the communication with the initial processing activity, information to the data subjects).

More information:
- Guidance on international data transfers, “Transfers towards a country outside the European Economic Area with an adequate level of protection”
2.2. In the absence of an adequacy decision adopted by the European Commission

In the absence of an adequacy decision by the European Commission, and as of 1 January 2021 (unless the transition period is extended pursuant to Article 132 of the Withdrawal Agreement), the rules for transfers of personal data to third countries set out in Chapter V of the General Data Protection Regulation will apply to the transfers of personal data from a Member State of the European Union to the United Kingdom.

In order to continue to transfer personal data to the United Kingdom lawfully, the Luxembourg entities in question shall comply, as of 1 January 2021, with such provisions.

Luxembourg entities may rely on ‘appropriate guarantees’ as referred to in Article 46 of the General Data Protection Regulation in order to ensure a sufficient and appropriate level of protection for personal data transferred from Luxembourg to the United Kingdom, in the absence of or pending the adoption of a formal adequacy decision by the European Commission pursuant to Article 45 of the General Data Protection Regulation. The ‘appropriate guarantees’ may be:
- contractual clauses (standard data protection clauses adopted by the European Commission or ‘ad hoc’ contractual clauses), or
- binding corporate rules (BCRs), or
- codes of conduct or certification mechanisms, or
- legally binding and enforceable instruments between public authorities or bodies.

The transfer may also be covered by one of the “exceptions” as set out in Article 49 of the General Data Protection Regulation. However, controllers should aim to implement appropriate safeguards and should only rely on the exceptions in the absence of appropriate safeguards. Indeed, Article 49 of the General Data Protection Regulation is subject to a strict interpretation by the data protection authorities to prevent the exceptions from becoming the rule.

In the absence of appropriate guarantees or where one of the exceptions cannot be used, the transfer of personal data to the United Kingdom will therefore be prohibited.

Since it is uncertain whether the European Commission will have adopted an adequacy decision by the end of December 2020, the CNPD recommends that the entities concerned should determine which of the ‘appropriate guarantees’ as referred to in Article 46 is best suited for their organisation and should ensure that the appropriate guarantees are in place by 31 January 2020.

Among these appropriate guarantees, the most commonly used and the one that could be put in place quickly, is the conclusion of standard data protection clauses between the Luxembourg entity in question and the UK data importer. The European Commission has adopted three models of standard data protection clauses that are available on its website.

More information:
- Chapter V of the General Data Protection Regulation
- Standard data protection clauses, on the website of the European Commission
- Guidance on international data transfers, “Transfers outside the European Economic Area with no adequate protection”